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EBIOS Risk Manager
Self-study
Online instructor-led
Modality

English
Language

5 days
Duration

Develop the skills to perform information security risk assessments using the EBIOS 
method with the PECB Certified EBIOS Risk Manager course. In just 3 days, you’ll gain a 
solid understanding of how to identify, assess, and treat risks through the EBIOS lifecycle 
— with direct applicability to ISO/IEC 27001 implementations.


This course combines structured learning with hands-on workshops focused on EBIOS’ five 
key phases, including strategic and operational scenario analysis. Upon passing the exam, 
you’ll be eligible to earn the PECB Certified EBIOS Risk Manager credential — validating 
your ability to conduct and communicate effective EBIOS-based risk assessments.

Learning Objectives
By the end of the course, you will be able to:

Understand the core concepts and principles of risk management under the EBIOS 
method

Follow and supervise EBIOS studies through their full lifecycle

Explain EBIOS deliverables and communicate results clearly to stakeholders
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Carry out risk assessments and apply risk treatment in line with EBIOS methodology

Manage information system risks in alignment with strategic and operational priorities

Who Should Attend?
Individuals seeking to understand the basic principles of risk management

Professionals involved in risk assessments using the EBIOS method

Managers responsible for analysing and communicating risk results

Those aiming to lead or oversee EBIOS studies within their organisation

What’s Included?
200+ pages of training material and practical examples

Certification and exam fees included

Course completion attestation, granting 21 CPD  credits.

Course Agenda
Day 1  Training course objectives and structur

 Introduction to EBIOS RM metho
 Workshop 1 Scope and security baselin
 Workshop 2 Risk origins

Day 2  Workshop 3 Strategic scenario
 Workshop 4 Operational scenario
 Workshop 5 Risk treatmen
 Closing of the training course

Day 3 Certification exam
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Certification & Exam
Certification Prerequisites

After successfully completing the exam, you can apply for one of the credentials shown on 
the table below. You will receive a certificate once you fulfill all the requirements of the 
selected credential.

General 
Work 
Experience

Risk 
Management 
experience

Hours of EBIOS 
Risk assessment

activities

PECB Certified EBIOS 
Provisional Risk Manager

None

None

None

PECB Certified EBIOS Risk Manager

2 Years

1 year

200 hours

Other requirements

Signing the PECB 
Code of Ethics

Exam: 3 hours, taken on Day 3

It covers the following competency domains:

Domain 1 Fundamental principles and concepts of Information Security risk 
management process based on the EBIOS method

Domain 2 Information Security risk management framework based on the EBIOS 
method

Domain 3 Information Security risk assessment using the EBIOS method

Retake: Free retake within 12 months if needed

Maintenance Fee: First year included; fees applies from second year. Pay $120/year or 
save 10% by paying three years upfront.

03 For additional information, please contact us at hello@ttgi.tech

https://pecb.com/en/pecb-code-of-ethics
https://pecb.com/en/pecb-code-of-ethics
https://techgovernanceinstitute.com/

